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DMK complaints system 

 
 
1. Preamble 

DMK Group1 has set up a complaints system to receive information. Within this 

framework, there are various reporting offices, reporting channels and an ombudsman. 

Reporting offices exist in accordance with the Whistleblower Protection Act (HinSchG) 

and the Supply Chain Duty of Care Act (LkSG).  

The companies of the DMK Group assure responsible and careful handling of all incoming 

information, guarantee neutral and objective treatment and careful examination of any 

necessary measures.  

In doing so, the reporting offices fulfil the legal requirements applicable to them in each 

case.  

These publicly accessible rules of procedure explain who can report which facts, how this 

is done in detail, which procedural steps are provided for and what happens and must be 

observed after a whistleblower report. 

2. Whistleblowers 

Information can be reported by all employees and third parties (e.g. business partners), 

including those who have become aware of human rights and environmental risks and 

violations of human rights or environmental obligations in connection with the activities of 

the DMK Group (hereinafter: "whistleblowers").  

3. Content of the whistleblower reports 

All facts that violate the law can and should be reported.  

  

 
1
 DMK Deutsches Milchkontor GmbH and its affiliated companies that are fully consolidated in DMK's consolidated financial statements or 

are not included in the consolidated financial statements due to the provision of § 296 (2) sentence 1 HGB. 
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4. Reporting office and channels, ombudsman, communication 

a) The following reporting points exist: 
 

 
- Reporting office for LkSG 

The reporting office is staffed by Group Compliance of DMK GmbH and has the 

following (email) reporting channel: compliance@dmk.de 

Another reporting channel is the Ombudsman Dr Tobias Schwinge, whose contact 

details are listed below. 

b) As ombudsman  

Dr Tobias Schwinge 

Mail: schwinge@krohnlegal.de 

Postal address: Alsterufer 3, 20354 Hamburg 

 Phone: +49 40 35610-134 

 

employees and business partners. Employees can find more detailed information on the 

intranet whistleblower system (sharepoint.com) and on the Internet under Compliance | 

DMK Group. Business partners can find more detailed information on the Internet at 

DMK_Group_SupplierCode.pdf. 

If the whistleblower has indicated a contact option and has agreed to be contacted, there 

is the possibility for mutual queries and consultations with regard to the reported facts as 

well as the processing status of the whistleblower's report.  

5. Confidentiality 

The confidential treatment of all tips and data sent to MROS will be ensured as far as 

possible, if and to the extent desired. This applies in particular to the identity and personal 

data of the person providing the tip-off and the person(s) affected by the tip-off. 

Only individual, pre-determined, authorised persons have access to incoming 

whistleblower reports and information on the processing of the whistleblower report. The 

reported data is not proactively shared with third parties without consent and is protected 

from access by unauthorised persons.2 

 
2
 In the course of the clarification measures and in the assertion, exercise or defence of legal claims, we may also have 

recourse to the support of professionals who are bound to secrecy, such as law firms or auditing companies. In addition, 
(technical) service providers may be involved in the clarification and processing of the reported facts, who act for us as 

https://mydmk.sharepoint.com/sites/DMKnet/SitePages/Hinweisgebersystem.aspx
https://dmk.de/wer-wir-sind/compliance
https://dmk.de/wer-wir-sind/compliance
https://dmk.de/fileadmin/redaktion/00_Refresh/Downloads/Lieferanteninfo/2023/DMK_Group_Lieferantenkodex.pdf
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Personal data of the persons providing the information as well as of the data subjects may 

come to the knowledge of authorities, courts or third parties in exceptional situations 

despite the maintenance of an agreed confidentiality. This is particularly the case if the 

disclosure of this information to them is obligatory for the respective company, such as in 

the context of an official investigation (such as a preliminary investigation) or if this is 

necessary for the assertion, exercise or defence of legal claims. In addition, under certain 

conditions, the reported information must also be disclosed to the person affected by the 

whistleblower report.  

In these cases of disclosure of the reported information, the person providing the 

information - insofar as his or her identity and/or contact details are known - shall be 

informed of the disclosure and the reasons for it before the disclosure is made to third 

parties. This notification shall only be omitted if it would jeopardise the official 

investigation. 

It is also possible for whistleblowers to submit whistleblower reports anonymously. 

6. Acting impartially 

All persons familiar with the whistleblower report or with the clarification of the facts shall 

act impartially, independently and uninfluenced when processing the whistleblower report 

and shall not be bound by instructions concerning their activities in connection with the 

whistleblowing office. 

7. Whistleblower processing and follow-up 

After the whistleblower report is received, it is recorded and processed further.  

If necessary, follow-up measures (preventive and remedial measures) are initiated after 

the whistleblower report has been examined. 

The procedure after receipt of a whistleblower report usually provides for the following 

steps - subject to other / further legal regulations applicable in individual cases: 

 
processors bound by instructions on the basis of corresponding agreements. These service providers may also become 
aware of the contents of the whistleblower report, but are obliged to handle the data concerned confidentially. 
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a) Acknowledgement of receipt and protocol check3 

The whistleblower will receive an acknowledgement of receipt without delay, at the 

latest within seven days of receipt of your whistleblower report. 

If a content protocol of a (verbal) whistleblower report has been prepared, the 

whistleblower will also be given the opportunity to review the protocol, correct it if 

necessary and confirm it by signing it or in electronic form. 

b) Filtering and control, report  

After receipt of the whistleblower report, the responsible reporting office or, in the case of 

its competence, the ombudsman, first examines the reported facts for validity and 

credibility on the basis of the facts provided.  

Further processing of the received, credible and valid information (forwarding of the 

facts to the responsible department in the company, clarification of the facts, taking of 

follow-up measures) will only be carried out if this is provided for by law and/or legally 

permissible and the person providing the information has agreed. 

Inconclusive, incomprehensible, unsubstantiated or implausible whistleblower 

reports will not be processed further (so-called groundless whistleblower reports). If 

possible, the whistleblower will be informed about the omitted further processing of his 

or her report.  

If further processing is carried out, a report on the whistleblower report is prepared - 

anonymised if necessary (cf. above) - which contains all relevant information of the 

whistleblower report that is permissible under data protection law.  

In a next step, this report is then forwarded to the responsible body in the company, the 

Compliance Board. 

From this point on, the Compliance Board is responsible for the further legally compliant 

and confidential processing of the whistleblower report. The further handling of the 

whistleblower report as well as all further measures concerning the whistleblower report 

shall be carried out by each person and office dealing with a whistleblower report in 

compliance with the confidentiality requirement. 

 
3
 If the whistleblower does not provide any contact details in his or her report, neither confirmation of receipt nor verification 

of the report can take place. 
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Insofar as the report of the whistleblower report or individual pieces of information from it 

are to be forwarded to other persons or departments within the company or to third parties 

(for example, for the implementation of follow-up measures), the legality and permissibility 

of this forwarding of information must be legally examined in advance and any desired 

confidential treatment by the responsible department within the company must be ensured 

as far as possible. In particular, the persons who may gain knowledge of this data and the 

process of the intended data processing must be defined in advance. All persons 

addressed must be expressly informed of the confidentiality requirement and undertake 

to comply with it. 

c) Follow-up 

The responsible unit in the company checks which follow-up measures can and must be 

taken depending on which areas and persons are affected by the report. The follow-up 

measures can range from internal/external investigations or the commissioning of such, 

to the referral to other competent bodies, to the closure of the investigation due to lack of 

evidence.  

d) Final feedback  

If the whistleblower has provided a means of contact, he or she will receive feedback on 

what follow-up action is planned or has been taken with regard to his or her whistleblowing 

no later than three months after confirmation of receipt of the whistleblower's report.  

e) Data protection 

The use of the whistleblower reporting office is voluntary. The processing of personal data 

is carried out in particular with regard to the personal data of the person providing the 

information as well as persons affected by the whistleblower report in compliance with the 

data protection regulations of the Basic Data Protection Regulation and the Federal Data 

Protection Act.  

8. Protection against measures 

Whistleblowers who report a suspicion about a reportable matter are protected. They may 

not and will not be reprimanded for their whistleblowing.  

Persons who provide information do not have to fear any adverse consequences under 

criminal, civil or labour law. This also applies if a tip subsequently proves to be unjustified.  

However, this does not apply if persons providing information deliberately and intentionally 

or through gross negligence report false information. In this case, the respective DMK 
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Group company involved reserves the right to take action under civil law, labour law and 

criminal law against the person who deliberately reports false information to the extent 

permitted by law. 

 


